
1.  Please explain what OPSEC is 

  2.  Please name your Department OPSEC Working  

 Group rep or command OPSEC Officer? 

  3.  In your job, what kind of info, would an  Adversary  find 

useful? 

  4.  What  weakness at your command can an 

adversary exploit? 

  5.  Please  name the commands most realistic 

threat, not vulnerability. 

 6.  Please provide an example of command Critical 

Information? YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

 7.  Please name ways to prevent an adversary from  

 collecting information from you on or off duty? YES: 

 
  NO: 

 

 9. What are the vulnerabilities of using a STU-III/STE 

phone with people in close proximity? 

 8.  Have you  received an OPSEC awareness 

brief in the past year? If so, when? YES: 

 
  NO: 

 

YES: 

 
  NO: 

 

10.  Please describe some of the OPSEC  posters                      

throughout  the Command? YES: 

 
  NO: 

 

 11.  Please give an example of unclassified but 

sensitive information that should not have been  found in 

the trash at  the command? YES: 

 
  NO: 

 

 12.  Is there a cell phone / PDA  policy in place 

at  the Command?  If so, is it enforced? YES: 

 
  NO: 
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